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Abstract. To build a safety behavior evaluation system in network management, the cloud computing model is introduced in
this study for parametric study. First, the development model of cloud computing management is expounded, a parametric
model of safety behavior coefficient is constructed by using a cloud computing platform. Then, an optimization and update
scheme is put forward from the algorithm flow and evaluation model, and an adequate evaluation model is established by
effectively evaluating the state of security management. Finally, the parameter data is refined through USES data mining
algorithm to ensure the reasonable calculation of the data. In the test of the parameter model, the simulation is carried out by
adopting the cloud computing platform. The test results prove that the application of the parameter model can guarantee the
reasonable management of safety behavior, the error in the process of safety behavior management can be reduced, and the
accuracy of control can be enhanced. The parameter model is worthy of further application and extension.
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1. Introduction

Computer network multimedia communication
technology is developed from the communication
network, and the superior computer performance
can lay a robust technical foundation computer mul-
timedia image transmission and primary data [1].
Subsequently, the broadband of wired network also
provide a technical guarantee for the rapid devel-
opment of computer multimedia technology. Mobile
communication technology has developed rapidly in
recent years, and the transmission bandwidth of the
mobile network has also increased. [22–24]. Mobile
terminals are characterized by convenience, and more
people prefer to use and store multimedia services in
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mobile terminals [2]. As the increasing number of
mobile users, the bandwidth of mobile communica-
tions will increase rapidly. Because of the significant
increase in the channel transmission flow of mobile
communication [25], higher requirements are also
proposed for the transmission channel bandwidth
[3]. To improve security behavior in the process of
safety management, it is necessary to have the most
significant impact on the demand for mobile chan-
nel resources and the overall benefit. Therefore, in
the process of parameterization optimization of the
safety behavior coefficient, the contradiction between
mobile communication and channel resources would
be solved. Adoption of cloud computing security cal-
culation and the management pattern can answer the
fundamental disagreement but needs to be done in
the aspect of safety coefficient of behavior paramet-
ric optimization, and this paper would explain the
study of this area based on the cloud model. �

In this paper, we propose a cloud computing model
for network communication security. The first part is
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to analyze the characteristics of the current safety
management behavior coefficient and to explore the
feasibility of an innovative application of the behavior
coefficient under the support of computer technology.
The second part is the analysis of the central princi-
ple and implementation process of a cloud computing
model. The third part is to put forward the optimiza-
tion strategy to improve the accuracy and reliability
of behavioral safety factor optimization. The rest of
the paper is organized as follows: Section II demon-
strates the performance problem of graph Biological
simulation algorithm and discusses the motivations of
this research. Then the algorithm design is presented
in Section III. In Section IV, we will show the opti-
mization strategies for the proposed algorithm. We
conclude the paper and describe the future research
opportunities in Section V.

2. Related work

Multimedia applications business has spread over
the last several years, services in wireless broadband
connection are gradually expanding, a lot of multi-
media messaging service has been able to reach the
application effect of the terminal, but the study is
still in progress in the field [4]. Due to the enormous
individual difference in the traditional data service
application, multimedia can set the transmission
speed by referring to its network resource situation.
For example, a multi-level video coding system can
carry out the original video coding, but different
limited levels might have been set. The necessary
information of videos in the transmission at the base
level will also generate higher video data [5]. There-
fore, multi-speed data transmission can be performed
in the computer multimedia transmission system, but
the transmission speeds could be different, which
may result in low transmission quality for images and
videos. For the sake of achieving a wireless network
resource, ensuring the safety management during
transmission, satisfying high requirements of the cus-
tomers, the optimization of safety behavior would be
offered in services when the speed of transmission
changes [6]. The security management of computer
network resources has been often reported in previ-
ous literature. Generally speaking, network resource
security management can be divided into static secu-
rity management and dynamic security management.
In a static security management system, the allocation
of network resources can be optimized by scheduling
basic static networks. But in the process of the actual

work, many users are dynamic intervention directly
to the network, so it requires changes over time in the
process of the network security management. And
when it comes to the distribution of the static secu-
rity management, the dynamic process of network
security management has the following advantages:
first, the accurate dynamic presentation for security
network resources, second, the performance of com-
pared information could be acquired in this allocation
method can get more performance. L.X.CAI et al.
have defined a large number of video and the number
structure of speech for the capacity output of wireless
LAN. To meet the various needs of users, J. Xu and
other researchers transformed the attenuation model
into a restricted Markov channel model [7] in the
wireless transmission channel [8]. This model also
lays a good foundation for the security management
model constructed in this paper for cloud computing
data transmission [9, 10].

In 2008, there were 42.8 million mobile cloud
users worldwide, accounting for 1.1 percent of global
mobile users. In the next five years, mobile cloud
computing would enter a period of rapid develop-
ment. By 2014, the number of global users reached
998 million, and the annual growth rate was 30-50%.

3. Cloud computing security

3.1. Security management mechanism based on
cloud computing

To ensure the security management process, the
author thought the problem of the transmission chan-
nel in the mobile communication network, and it is
necessary to establish a security management model
of communication channel resources based on cloud
computing mode, which can optimize the safety
behavior coefficient in the model [11–13]. Set B for
the communication network bandwidth, the alloca-
tion of user bandwidth is k and u, while the user’s
minimum bandwidth is u, the integer parameter is k.
For mobile communication networks, different util-
ity functions can be used to measure the satisfaction
of users using the network transmission process. By
using a sigmoidal calculation function to express the
data flow to calculate the satisfaction, the expression
is:

U(r) = 1 − exp

(
− w2r

2

w1 + r

)
(1)
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In the computation expression, U(r) represents the
user satisfaction of the mobile communication net-
work and r represents the communication bandwidth
of the network transmission. And w1, w2 representing
the waveform parameter of the adjustment satisfac-
tion, the waveform of the function is shown in Fig. 1.
In general, the calculation of the parameters, w1 w2
in the expression is based on the mobile multimedia
business and the final number of the security manage-
ment of the quality of service to determine [14–17].
The valid parameter optimization is the influence on
the wireless resource management communication,
and the parameterization optimization in the pro-
cess of security management may play a significant
role. It can be seen from the computation expression
1 that to enhance the security management in the
mobile network transmission process. And it’s also
need to allocate high communication bandwidth as
much as possible. From another point of view, it needs
to improve the overall revenue of wireless network
transmission, control the safe transmission process
[18]. According to the requirements of bandwidth
and user data traffic for mobile wireless networks,
it is impossible for the system model to allocate the
maximum bandwidth of mobile communication net-
work to the users. This paper changes the security
behavior parameterization from the security man-
agement process of cloud computing security model
[19, 20]. To realize the dynamic flow optimization
model of wireless network transmission, we need
to allocate the number of users in the mobile com-
munication network in Poisson distribution, and the
average value is λ. It is assumed that mobile com-
munication users can obey exponential distribution
during network transmission and the average value
is 1/u. Based on the security management model of

Fig. 1. Utility function of multimedia services.

cloud computing, the distribution of communication
resources of the wireless network is increased, and the
maximization model of wireless network transmis-
sion in the adjustment of security behavior parameters
is formed.

The decision process based on cloud computing
can represent the security management process of
mobile multimedia communication resources [21],
we assume that the user’s network satisfaction to
mobile media can be requested, and the request time
can be inversely proportional, then the efficiency of
the user’s service request processing will be higher.
The more communication channel resources are allo-
cated to the user, the ratio of the user’s request
resource satisfaction and the assigned user’s wireless
channel resources is proportional. The user satisfac-
tion of mobile multimedia communication system is
divided into N categories. The definition of the cloud-
based communication security management process,
for user satisfaction, can be in the mobile commu-
nication system to form an event. k1 · u Defines the
number of wireless channels that represent user sat-
isfaction and the amount of user satisfaction is ni. In
the new multimedia network, the request multimedia
service uses the R to express, the user satisfaction; I,
representing the completes how the body business,
will release the wireless channel resources repre-
sented by Di. Therefore, we need to adopt a cloud
computing method to control the safety behavior fac-
tor of the wireless mobile communication network
security management process. The random event
is represented as e ∈ {R, D1, D2, ..., DN}. In such
cases, the system usage status of the mobile multi-
media network is evaluated as:

S = {s|s = 〈n1, n2, ..., nN, e〉} (2)

If a mobile terminal user can intervene in the wire-
less Internet Service system, the mobile multimedia
Internet will accept the user’s urgent request. Assum-
ing the above request service process is accepted, the
assigned wireless channel will be the price. We give
the Izumo calculation model the action set to compute
the expression:

A(s) =
{−1, e ∈ {D1, D2, ..., DN}

{0, 1, ..., N}, e = R
(3)

To ensure the controllability of cloud computing
security management process, revenue calculation
is carried out for the cloud computing model. We
can evaluate the benefits of a network transmission
process using representations r(s, a). The revenue
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structure of this security management process can be
divided into two parts; one is the revenue part of the
system, the other is the system expenditure part, the
calculation expression is:

r(s, a) = x(s, a) − τ(s, a)y(s, a) (4)

To evaluate the system state of s in an expression,
the selected necessary action is represented by a, then
the total income of the entire security management
model is:

x(s, a) =
{−1, e = R, a = 0

U(k, u), e = R, a = i
(5)

MATLAB system platform for programming
related events Simulator, for our earlier proposed in
the cloud-based dynamic wireless channel resource
optimization and security Process Control model,
performance evaluation of the simulation calcula-
tion. In the whole simulation process, the service
quality evaluation of security process management
can be divided into several levels, corresponding
to the number of channel transmission, that is, the
value of K is 1, 2, 3 respectively. Without extraordi-
nary algorithm requirements, we control the wireless
communication transmission security management
control channel quantity to 10, the requested service
will reach the communication network average rate,
the setting value is λ = 7, but the user in transmits
the data the process to set the wireless communica-
tion network channel resource The average rate is 5
and 10 respectively. To be able to control the wire-
less transmission data safely, we need to control the
revenue of the whole cloud computing model within
the convergence range of cloud computing; we set the
discount factor of the calculation model to 0.1.

3.2. Security behavior parameter model based
on cloud computing

At the same time, in order to meet the accuracy of
the simulation calculation, our test performance sim-
ulation cycle is limited to 30 minutes. The design
details of the protocol should also be taken into
account in the specific application. The basic process
structure diagram of the steps above is as follows:

Tables 1 and 2, respectively, are parameter states of
different cloud computing functions, each state corre-
sponding to the wireless channel resource allocation
management security behavior coefficient parameter-
ization correction process, existing numerical display
system primary condition, movement management,

Table 1
Optimal decision table 1

n1/n2 0 1 2 3 4 5 6 7 8 9 10

0 3 3 3 3 3 3 2 2 2 1 0
1 3 3 3 3 2 2 2 1 0 0 0
2 3 3 2 2 2 1 0 0 0 0 0
3 2 2 2 1 0 0 0 0 0 0 0
4 2 1 0 0 0 0 0 0 0 0 0
5 0 0 0 0 0 0 0 0 0 0 0

Table 2
Optimal decision table 2

n1/n2 0 1 2 3 4 5 6 7 8 9 10

0 2 2 2 2 2 2 2 2 2 1 0
1 2 2 2 2 2 2 2 1 0 0 0
2 2 2 2 2 2 1 0 0 0 0 0
3 2 2 2 1 0 0 0 0 0 0 0
4 2 1 0 0 0 0 0 0 0 0 0
5 0 0 0 0 0 0 0 0 0 0 0

and safety management process model deterioration
strategy.

For example, in a mobile network transmission
process, assuming that the user is using the wire-
less communication channel resources, the mobile
multimedia service reaches the multimedia network
request, the system decides for the A = 3. And then,
the system assigns the third channel to the wireless
transmission channel, this kind of security manage-
ment process is called the behavior parameterization
process.

Assuming that the number of users in the system is
n = 3, independent users take up the number of wire-
less multimedia channels for K2, which proves that
the 4 wireless multimedia channel is occupied, the
equivalent of wireless channel multimedia request
process, the number of optimized strategies for the
a = 2, in the distribution of wireless channels. To go
U-ease, mobile multimedia requests are sufficient.
Assuming that the bandwidth of the system is used,
the more practical benefits go back to setting the
optimal security behavior decision A = 3, but it is
not set to a = 1 or set to a = 2. At the same time, in
another aspect, the optimization of the safety behav-
ior parameters will also have a conservative effect on
the decision. As can be seen from Tables 1 and 2, the
cloud computing decision model also has a significant
change when optimizing the parameter w1 of security
behavior. Add the set w1 value of 0.1, then mobile
wireless transmission of the request service atmo-
sphere for Mulberry and wireless channel (K1, K2,
K3), w1 = 0, b = 1, λ = 7, u = 10, n3 = 0 then set
the effectiveness of the atmosphere for 0.774, 0.942,
0.987.
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4. Experimental design and analysis

4.1. The experimental environment of the
parametric model

To further verify the parameterized model of cloud
computing security management mentioned above,
we reassess the performance of the mobile multime-
dia channel optimization model and compare the total
network efficiency gain and the congestion rate of the
multimedia optimization model. As long as the model
has enough wireless channel essential resources, car-
ries on the greedy algorithm comparison and the
mobile wireless client’s allocation bandwidth, then
the system algorithm can achieve the maximum gain,
and then the security management scope is con-
trollable. Figure 2 shows the security management
model of the channel transmission of mobile wireless
multimedia, and the contrast difference of network
efficiency gain by greedy allocation algorithm. As can
be seen from the graph, the service request of mobile
multimedia increases the standard rate (λ), the effi-
ciency of the cloud computing model will increase
correspondingly. If the request of the mobile multi-
media integrated service reaches the upper limit of
the communication network, the greedy algorithm
will form the maximum allocated wireless channel

bandwidth of the mobile communication network.
Therefore, there is a particular risk, assuming that
the next mobile wireless communication network,
channel communication resources are insufficient,
the greedy allocation algorithm can only refuse a
mobile multimedia request service.

4.2. Parametric model of resource allocation
testing

The security model of mobile multimedia chan-
nel resource optimization is presented in this paper
when mobile multimedia requests reach the limit of
the communication network; the algorithm is more
conservative when it considers the channel resources
allocated by mobile multimedia. �

As can be seen in Fig. 3, as the basic request
of mobile multimedia service reaches a specific
probability increment value (λ), greedy allocation
algorithm will increase the congestion rate of the
request of mobile multimedia service correspond-
ingly. The congestion rate of the multimedia service
request in optimizing the security management pro-
cess is relatively slow. In this way, mobile multimedia
shows that the optimal management model of the
mobile multimedia channel is stronger than the
greedy algorithm from the congestion rate. �

Fig. 2. Structure diagram of security behavior parameter model.
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Fig. 3. The system gain of cloud computing model.

Fig. 4. Congestion rate of mobile multimedia wireless transmis-
sion.

In Fig. 4, the optimization process of the security
behavior parameter is further analyzed in the pro-
cess of wireless network security management, and
the request of mobile multimedia service reaches the
mobile communication network.

4.3. Performance testing of parametric models

In this paper, a security resource management
model for the mobile communication network is pro-
posed to take different probability values. Assuming
that the multiple body service request compliance rate
is low, it will have more mobile channel resources
to stay. In such a case, the probability value will
increase correspondingly when the mobile commu-
nication network receives the new service request.
Assuming the service request compliance rate of the
mobile communication network is 3, the requested
probability of allocating mobile communication
channel resources reaches 97%. When the users of
mobile multimedia service increase, the resources
of mobile communication channel will be occupied,
many wireless multimedia requests will occupy the
channel resources in the future, the security man-
agement process of cloud computing is significantly
challenged. �

Because the current optimization process of
the mobile multimedia communication channel is
designed for the security management process, the

Fig. 5. Security behavior parameter adjustment results of multimedia wireless transmission of data.
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whole cloud computing security management model
needs to consider the long-term benefit of the sys-
tem. For the new mobile wireless multimedia service
allocation, security considerations need to be more
cautious. Therefore, in Fig. 5, we can see that after the
Mobile multimedia request service reaches the upper
limit, the cloud computing model adopts the decision
A = 3, and the probability of adopting the decision
A = 1 and a = 2 increases correspondingly. As can
be seen from Fig. 5, the cloud computing model of
the mobile multimedia communication network can
describe the total bandwidth relationship of the sys-
tem according to the decision of security behavior. As
can be seen from the graph, as the number of mobile
wireless communication increases, the cloud comput-
ing model allocates more bandwidth and increases
the probability value. Mobile multimedia network
communication bandwidth increases from 1 to 10,
and cloud computing model mobile wireless how the
business uses A = 3 decision, the security behavior
coefficient parameterization process is probability 0
to probability 97%.

5. Conclusion

Cloud computing is widely used in wireless net-
work and multimedia information transmission, more
optimization parameterized process of safe behav-
ior coefficient is required to solve the problem of
channel resource security management and optimiza-
tion of the mobile communication network. In this
paper, a cloud computing model was constructed
based on the issues of safety and allocation man-
agement for SMDP mobile communications channel
resource in cloud computing, with which security
behavior parameters were adjusted for optimizing
mobile communication channel. Based on available
space of communication channel in cloud computing
model, the efficiency gain of the entire network has
been considered, at the same time, the most signifi-
cant efforts should be made to optimize the overhead
of communication resources effectively. To promote
the maximization profit in the long term, the opti-
mization for security behaviors of mobile multimedia
services should be adopted. Meanwhile, in order to
allocate wireless network meets the requirements of
mobile multimedia different quality in different lev-
els, a further derivation was taken on cloud computing
model for new multimedia channel resources. And
the safety index (constructively) was acquired, and
parameterization results of the adopting rate of wire-
less services for media were obtained probability

safety coefficient. Finally, in the conversion test of
the parameter model, the adjustment of safety behav-
ior parameters could meet the requirements of the
experiment, and satisfactory results were achieved in
the simulation test. With the increase of mobile wire-
less communication, the cloud computing model will
allocate more bandwidth and increase the probabil-
ity value, thus ensuring the accuracy of the safety
behavior coefficient. The comprehensive test proved
that the model of safety behavior coefficient in cloud
computing has strong applicability and convenience.
However, in this study, there is no test on the adjust-
ment range of ratio, which should be supplemented
and perfected in the future research.
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